NMPOPECNOHAJIHA O bPXXABHA TbPIOBCKA TMMHA3NA , ANMUT bP
XAOXXKNBACUIEB” - CBULLIOB

TEOPUA
TeMa: CurypHocT B yeb npunoxxeHunaTta

1. 3Ha4YeHne Ha CUrypHoOCTTa B yeb Npnno)xeHnsTa

- CurypHocTTa B yeb npunoxxeHnaTa uMa 3a uen Aa 3alnuTu JaHHUTE U
noTpebuTennTe oT 3I0HAMEPEHN aTaku. TS e KYoB hakTop Npu
pa3paboTkaTa Ha CbBPEMEHHU COPTYEPHUN PeLLEHMS.

* 3alUMTA HA OAHHMU
* HageXXgHoOCT Ha CUCTeEMUTE
» loBepue Ha noTpebutennte

2. OCHOBHMX 3anjaxu n ya3sumMocTu

- Yeb npunoxxeHnsaTa MoraT Aa 6baaT 06eKT Ha pa3IMyHM aTakKKn, ako He Ca
NPaBUJIHO 3aLlLUTEHN.

* SQL Injection

* Cross-Site Scripting (XSS)
* HeoTopunsnpaH ooCcTbN

e Cnabwun naponu

3. OCHOBHU/ MepKK 3a NoBuLLIABaHE Ha CUTYPHOCTTA

- MpunaraHeTo Ha OO6pPU NPaKTUKN HaMassiBa PUCKa OT NpobuBu u
rapaHTuMpa no-curypHa paborta Ha yeb npusoxeHusTa.

* BanngupaHe Ha BXO4HWN OaHHMN
* I3non3BaHe Ha HTTPS

* YnpaBsieHne Ha JoCTbMNa

* PenoBHUM akTyanmsauumn

N3roteun: LiBeTtennH bopucos



